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Abstract: this paper includes the almost agreed KI (S2-2200837r07) and proposes a new solution for the KI. 
1. Introduction
This paper includes the almost agreed KI “Identification of PIN and PIN Elements”, and proposes solution addresses this KI.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-88.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change (S2-2200837r07) * * * *
[bookmark: _Toc23236006][bookmark: _Toc23326565][bookmark: _Toc22214907][bookmark: _Toc23254040][bookmark: _Toc97214953]X.x1	Key Issue #X1: Identification of PIN and PIN Elements 
[bookmark: _Toc23236007][bookmark: _Toc23326566]x.x1.1	Description
In order to support the management of the PIN, the 5GC needs to be able to identify the PINE of a PIN and/or the traffic generated of the PINE, which will help, e.g., differentiate the policy for a PINE, differentiate QoS requirement for a PINE, etc.
The key issue focuses on potential enhancements needed to support identification of PIN and PIN Elements from the 5G core perspective. The following aspects will be studied as part of the key issue:
-	How to identify a PIN and who manages the PIN identity. Whether and what characteristics of a PIN shall be known to the 3GPP network (e.g. type of PIN (wearable, home automation, factory etc.), max of PIN elements in the PIN etc.).



-	How to support identify PINE, PEGC and PEMC at 5GC level, and whether and how the 5GC manages the identifier;
* * * * Second change * * * *
6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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* * * * Third change (NEW TEXT) * * * *
[bookmark: _Toc500949097][bookmark: _Toc22214908][bookmark: _Toc23254041][bookmark: _Toc97214954]6.Y	Solution #Y: Identification assignment for PINE
[bookmark: _Toc500949099][bookmark: _Toc22214909][bookmark: _Toc23254042][bookmark: _Toc97214955]6.Y.1	Description
[bookmark: _Toc500949101][bookmark: _Toc22214910]This solution addresses Key Issue #x1 for identification of PIN and PIN Elements. This solution focuses on the 5GC level identification of PIN Elements.
[bookmark: _Toc23254043][bookmark: _Toc97214956]The steps in the following call flows depicted as grey line in the figures are out of SA2 scope.
6.Y.2	Procedures


Figure 6.Y.2.1-1: Identification assignment for PINE
1.	The PEGC established a PDU Session with SMF supporting PIN, and SMF-NEF connection for managing PIN has been setup.
2.	The PINE requests the PEGC to relay the traffic via 5GC over application layer, the PEGC requests the PINMF with the Assistance Info relate to the PINE, e.g., MAC address, IP address.
3.	The PINMF authorizes the request and sends Create/Update/Delete Association Request (GPSI, [UE address, DNN/S-NSSAI], PIN ID, Assistance Info) to the NEF if authorization succeeds.  
	Steps 6-8 in clause 6.Z.2.1 may be performed to setup the SMF-NEF connection.	Comment by vivo: Solution of Communication of PIN
4.	The NEF sends Create/Update/Delete Association Request (SUPI, PIN ID, Assistance Info) to the SMF.
5.	The SMF may perform authentication and authorization procedure between PINE and UDM, or between PINE and external DN-AAA, via the PEGC.
Editor's note:	The authentication and authorization procedure need coordination with SA3.
6.	The SMF allocates the IP address and PINE ID for the PINE and performs PDU Session Modification with the PEGC. The IP address, PINE ID, and the Assistance Info are sent to the PEGC via N1 message during the PDU Session Modification procedure. The PEGC associates the PINE ID and IP address with the PINE that related to the Assistance Info, the PEGC transfers the inner address of the PINE to the IP address received. The PEGC responds to the SMF. The SMF can identify the PINE via the PINE ID and the IP address.
	The SMF may frequently change the PINE ID for the sake of privacy.
7-8. The SMF responds to the NEF. The NEF responds to the PINMF.
[bookmark: _Toc23254044][bookmark: _Toc97214957]6.Y.3	Impacts on Existing Nodes and Functionality
NEF:
-	Support PIN Association operations with PINMF and SMF.
SMF:
-	Support PIN Association operations with NEF.
-	Support PINE ID and IP address provisioning to PEGC over NAS.
-	Support triggering authentication and authorization procedure between PINE and UDM/external DN-AAA.
UE (support PEGC):
-	Support PINE ID and IP address provisioning for PINE over NAS.
-	Support proxy authentication and authorization procedure between PINE and UDM/external DN-AAA.
Editor's note:	Additional impacts are FFS.
* * * * End of changes * * * *
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